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Abstract:   

      The seriousness of cyber crime is in the nature of its components and elements and 
methods to commit as much different from traditional  crimes,  crime Electronic Because of the 
location of occurrence in the virtual space wide and the possibility of implementing a remote and 
difficult to watch the culprits which makes it difficult to adjust, detect, identify the elements and 
gather evidence needed to prove. the dependence on electronic props instead of paper, so the 
legislation governing traditional crimes, which rely on the physical practice, may not apply to 
crimes of a character or virtual means 

     And the crime of money laundering took advantage of this technological evolution are 
financial crime economic organization known since antiquity, but she is Renewable renewed 
renewed electronic means, this phenomenon occurred of methods to make it difficult to detect or 
even a trace, and did not leave electronic means only and made it a weapon of offense, which is 
characterized by electronic means with difficulty followed or disclosed to the possibility to use 
the remote. 
Key words: money laundering, electronic means.                                                                      
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